
 
 

             Feature Highlights 
1. Conducts endpoint forensic threat investigation 

automatically and proactively 

2. Integrates with EDR, SIEM, and FW/IPS 

3. Follows Mitre security framework and fits well 

into the enterprise security operation flow  

4. Detects hidden processes, APT and rootkits 

5. Detects zombies and unknown malware with 

embedded sandbox behavior analysis 

6. Detects cryptocurrency mining malware 

7. Detects reverse shell and advanced attacks 

8. Detects misconfigurations and potential risks 

9. Detects ransomware and protects user data 

files 

10. Measures endpoint security posture and 

compliance status at real time
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THREAT HUNTING 

TXHunter automates endpoint 

threat forensic investigation 

process, not only detects deeply 

hidden advanced threat, but also 

detects potential risks, measures 

security postures and compliances 

status. No question to ask, no 

hypotheses required, not relying 

on documented IOCs. It is also 

integrated with EDR, SIEM and 

FW/IPS. 

Dep loyment  

TXHunter supports Windows and 

Linux platform, supports agent-

less operation. TXHunter server 

can be deployed on-premises, or 

in public/private clouds. 

SECURITY OPERATIONS  

TXHunter enables security teams 

to verify in minutes,  whether high 

value desktop or server have been 

compromised or exist potential 

risks. It supports online, offline and 

managed hunting modes. It 

supports proactive hunting and 

post infection hunting.

TXHunter – Automated Endpoint Forensic 
Threat Investigation Solution



 Ab

TRIAGINGX 

TriagingX has extended the 

behavior analysis capability from 

sandbox for a single file object to 

the entire endpoint system, 

including desktop and server 

computers, physical or in the 

cloud. TXHunter automates 

forensic investigation for all alerts 

from firewall/IPS, SIEM and 

EDR. It detects deeply hidden 

advanced threats and potential 

risks through its behavioral 

forensics. It's fast, efficient, 

effective, consistent and always 

works. 

For more information on any of 

our products or services please 

visit us on the web at: 

www.triagingx.com 

Would you like to see a demo? 

Please write to 

support@triagingx.com

TXHunter Has Made 
Threat Hunting So Easy!

6050 Hellyer Ave 
Suite 150-6 
San Jose, CA  95138 
tel:  +1 408.568.7372 
support@triagingx.com TriagingX Inc.


